**TEST CASE OF OTP**

Test Steps:

1. Go to the login/access page.

Expected Result: The user is On the login or registration page.

2. Request OTP:

Fill in valid details (for example: phone number/email) and select the “Send OTP” button.

**Expected Result:** OTP is sent to the registered phone number/email.

3. Perform OTP delivery check:

Ensure the OTP is delivered to the mobile device or email.

**Expected Result**: An OTP is sent with the expected duration.

4. Submit OTP: Enter the details of the OTP in the respective box and select the “Verify” tab.

**Expected Result:** Entering the OTP succeeded meaning the user will continue to the next step i.e. creation of an account or logging in.

5. Use the wrong OTP in the test:

## Input a wrong OTP and click on the “Verify” tab.

**Expected Result:** Error message appears (examples: “Invalid OTP”).

6. Use OTP which has already expired in the test:

Enter the expired OTP after a time period of 5 minutes or so.

**Expected Result:** Error message is shown (example: OTP expired).

7. Request for OTP again:Click the Resend OTP tab.

**Expected Result:** Another OTP is sent.

8. Resend the OTP and provide the old one: After requesting a new OTP, enter the old one.

**Expected Result:** An error message is displayed (e.g. ‘OTP already used’).

9. Ignore the OTP verification: While filling out a form to click the "Verify" button, do not type anything in the OTP space.

**Expected Result:** A validation error message is displayed (e.g., "OTP is required").